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Information Technology

Information Technology Control and Audit, Second Edition is an
excellent introductory reference to IT auditing, covering a wide range of
topics in the field including the audit pocess, the legal environment of
IT auditing, security and privacy, and more.

This book examines the foundation of IT audit and control, analyzes the
process of audit and review, explores IT governance and control, and
discusses the steps that align IT decisions with business strategy. It also
covers project management processes that ensure that projects are
controlled from inception through integration.

The text also addresses auditing IT acquisition and implementation, as
well as the auditing of IT operations in both standalone and global
environments. It concludes with a review of emerging issues, completing
a thorough overview of a topic that is critical for organizational security
and financial integrity.

Information Technology Control and Audit, Second Edition:
Provides a complete overview for beginning IT auditors on the
mechanisms of auditing applications, development systems,
and operations

Analyzes the use of the COBIT approach

Covers advanced topics in the audit of operations such as E-commerce,
wireless technologies, and ERP systems and implementation

Provides examples of Computer Assisted Audit Tools and Techniques
in development, application, and operational reviews such as computer
forensics

Discusses legal issues facing IT auditors as a result of HIPAA, Sarbanes—
Oxley, the Homeland Security Act, and a method of evaluating the
quality of IT audit work

Includes an Instructor’s Guide (with qualifying course adoption) that
provides a complete map to teaching the course. It consists of course
summary and objectives, analogies for chapter concepts, PowerPoint
slides, and other supplementary materials
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